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The Application of Artificial Intelligence 
Method in 5G Network Automatic 

Identification 
Jing Xia 

The Research Institute of Informatization and Industrialization Integration, China Academy of Information and Commu-
nications Technology, Beijing, 200001, China 

 
Abstract: Due to the inaccuracy of local identification results of traditional 5g network identification method, 
the recognition accuracy is low. Therefore, an automatic identification method based on artificial intelligence 
for 5g network identification is proposed. Combined with the principle of convolution layer, we collect the 
identity characteristics of 5g network users, extract the identity behavior characteristics of network users 
through the activation curve, use windowing method to process the user behavior characteristics, and verify 
the identity according to the processing results, and use artificial intelligence method to complete the automat-
ic identification of 5g network identity. Experimental results show that the proposed method can accurately 
identify local identity features and improve the recognition accuracy. 

Keywords: Artificial intelligence; 5G network; Identity recognition 

 
1. Introduction 
With the development of society and the progress of 
science and technology, there is an urgent need for fast 
and effective automatic authentication system. Biome-
trics is the internal attribute of human beings, which has 
strong self stability and individual difference. Therefore, 
biometrics is the ideal basis of authentication system. 
Compared with the above system's biometrics, network 
identity recognition has the characteristics of direct, 
friendly, convenient and easy to be accepted by users [1]. 
One of the important reasons for the importance of net-
work identity automatic identification is that it has great 
potential application value in the fields of economy, 
security, social security, crime, military and so on, espe-
cially in the occasions where user identity needs to be 
verified or identified. Because the automatic identifica-
tion of network identity is a non rigid body with great 
changes, it is a complex, widely involved and widely 
applied research topic [2]. In recent years, there has been 
a research upsurge of automatic identification at home 
and abroad, and a breakthrough has been made. This 
paper first studies the history and status quo of automat-
ic identification technology and the main methods of 
identification, and then proposes an identification tech-
nology based on wavelet transform, principal component 
analysis and artificial neural network, which has the 
advantages of no damage to the user and easy to hide 
because of its non contact data collection method with-
out too much user participation Look good [3]. The re-
search and solution of network identity recognition is 

helpful to the research and analysis of other object rec-
ognition problems. Therefore, network identity recogni-
tion has become one of the important topics in these 
basic research fields, which has important theoretical 
research value. Based on the basic theories and key 
technologies of identity detection and recognition, this 
paper focuses on the issues of network user identity en-
hancement, feature extraction, feature recognition me-
thod based on multi classifier combination, feature rec-
ognition fusion method, multi-agent structure model of 
3D feature recognition, etc [4]. Aiming at the main diffi-
culties of network identity detection algorithm, a new 
method to enhance the accuracy of network identity rec-
ognition is proposed. 

2. Automatic Identification Method based 
on Artificial Intelligence 
2.1. 5g network identity feature collection 

Network identity feature collection technology is a kind 
of technology that extracts the identity features of users 
through computers and verifies them according to these 
features. The uniqueness of network identity features 
and the good characteristics that are not easy to be co-
pied provide the necessary premise for identity authenti-
cation [5]. Compared with other mature user biometric 
identification methods, network identity features are 
easier to obtain, especially in the non-contact environ-
ment and the situation of not disturbing the detected 
users, the advantages of network identity recognition are 
far more than other identification technologies. Com-
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pared with other feature recognition technologies, fea-
ture recognition technology has the advantages of simple 
operation, intuitive results and good concealment [6]. 
Therefore, feature recognition has a wide range of appli-
cation prospects in information security, criminal detec-
tion, access control and other fields. Therefore, combin-
ing artificial intelligence technology to analyze the user's 
network login status attributes, and randomly build a 
feature function detection model, which can quickly 
collect and identify the identity features under the condi-
tion of signal interference, fully combining the fuzzy 
neural theory and network structure [7]. For the feature 
data with discrete type, the fuzzy rule reasoning ability 
is used to provide technical support for the dynamic 
identification of network identity. Three feature analysis 
models are used to represent the features of each pixel in 
the digital network user identity [8]. When the new 
frame number network user identity features are ob-
tained, the pixel points and the feature analysis model 
are matched to judge the background points and the 
former scenic spots of the dynamic user login digital 
network user identity. In the feature analysis model, ob-
serve the likelihood of the dynamic information of a 
network user's feature: 

( )
1
a / 2

m

i i
n

P f n m
=

= ∑                             (1) 

In the formula, M is the number of dynamic collected 
information; AI is the weight of user information com-
ponent I; fi (n) is a one-dimensional feature analysis 
model function. The dynamic behavior of different users 
can be analyzed accurately by using the formula. Design 
a N-group subgraph module, and obtain n estimated val-
ues by combining with the filtering. Generally, these 
values are not coincident. In a certain sense, a single 
subgraph module has more or less relationship with the 
filtering [9]. The steps of combining the three-
dimensional information similar to the drawing field and 
ground module are as follows: the first step is to carry 
out the linear change of the information group The 
second step is to get the reduced noise through the 
shrinkage conversion, and the third step is to get the 
estimated data of each sub graph module through the 
reversible linear conversion, so as to achieve the low-
frequency range of noise reduction [10]. Use the above 
to establish low frequency values, which are recorded as 
qj and other corresponding viewpoints qj1, qj2 The ra-
dius and the number of rings of the high-dimensional 
curvature network user identity are determined by the 
density of the samples [11]. In addition, the high-
dimensional curvature network user identity of qj and 
qj1, qj2 , the distance between user identities of qjk's 
high dimensional curvature network is compared accord-
ing to the following formula. The specific algorithm can 
be recorded as: 

[ ]
2

j
1

1* / q u
n

j
x P g L K

n z =

 = − + 
∑∏ ∏             (2) 

In the above formula, l is the dimension of 3D drawing 
site attributes, K is the number of high-dimensional cur-
vature network user identity groups of Z point, and u is 
the high-dimensional curvature network user identity 
groups of G point [12]. Based on the above algorithm, 
different network identity features are further searched 
and collected, and the corresponding continuous net-
work graph structure of user feature mining item group 
is established, as follows: 
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Figure 1. User feature mining item group continuous 

network 

Based on the above figure, further establish and stan-
dardize the duration of search terms, improve the per-
formance of search terms, so as to better calculate the 
service background running time, improve the ability of 
data search, and get good search results [13]. Further-
more, the feature analysis model can be used to judge 
the likelihood degree of user login information, and on 
this basis, the dynamic identification of user login digital 
network can be realized. The tracking user's login digital 
network user identity is decomposed into three small 
network user identities [14]. The track moving point 
sequence, hand shape change sequence and distance 
sequence between finger and center position in the net-
work user identity are analyzed respectively, and the 
above feature analysis model is input to judge the like-
lihood. Taking likelihood as fuzzy membership degree, 
the fuzzy processing of recognition results is completed, 
and the sum product reasoning method is used to realize 
the dynamic collection of user's identity in the digital 
network. The basic framework of dynamic collection of 
user identity is shown in the figure. 
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Figure 2. User identity feature collection steps 

In the user identity feature acquisition step, the network 
user identity is captured by the sensor such as CCD 
camera, and then the quality of the network user identity 
is improved by preprocessing, and then the user identity 
is located according to the user identity feature detection, 
and the network user identity is set to the predefined size. 
the feature extraction is used to extract the effective fea-
tures to reduce the dimension of the original pattern 
space, and the classifier is based on the features Make 
decision classification. Feature recognition also plays a 
very important role in the research of biometrics and 
human-computer interaction [15]. The common goal of 
human-computer interaction is to improve the way of 
human-computer interaction by studying the input-
output technology and the human factors involved in the 
interaction. In order to make the interface more natural 
and in line with people's intuitive feelings, people re-
quire machines to acquire human skills such as identity 
recognition, user login and human activities, rather than 
continue to require people to acquire the same skills as 
machines. Feature recognition is a typical pattern recog-
nition problem, and the research of biometrics and its 
solutions help us to solve other related problems in this 
field. 

2.2. Network identity feature detection 

Based on the above feature collection results, further 
detection of identity feature information is carried out. 
According to the characteristics of user's identity, the 
biometric technology of automatic identification has the 
characteristics of superior, universal and non-contact 
operation. Feature recognition technology includes iden-
tity detection, identity confirmation and identity identifi-
cation. Identity detection realizes the automatic collec-

tion of the identity of the network user of the withdrawer, 
and automatically extracts the identity of the network 
user of the withdrawer's face from the identity of the 
network user photographed by the pinhole camera, so as 
to confirm the identity attribute of the withdrawer, real-
ize the positioning of each key point of the identity, ef-
fectively separate each component, and further realize 
the feature extraction of the identity. Identity confirma-
tion is a one-to-one comparison between the identity of 
the network user of the withdrawal identity department 
and the identity of the network user in the database, and 
it can judge whether they are the same person according 
to their similarity. Identity authentication is to compare 
the identity of the network user of the withdrawal identi-
ty department with the identity of the network user in the 
database in one to many ways, and identify the identity 
of the withdrawer according to the comparison results, 
or find the most similar identity, and output the retrieval 
results according to the size of the similarity degree. In 
this paper, a pyramid recognition method based on the 
extraction of identity features is proposed. By using this 
method and sub pattern, the identity can be identified 
efficiently. The flow chart of user authentication is 
shown in the figure below. 
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Figure 3. User authentication flow chart 

The specific extraction steps of sub pattern features can 
be obtained from the graph: 
A. Select the filter with strong desiccation effect to filter 
and decompose the network user identity carefully, re-
move the redundant impurities, and then build the low-
dimensional network user identity with multi-scale space; 
B. Operators are used to calculate the dimension of us-
ers' identities in different scales, so as to obtain the fea-
ture spectrum data; 
C. By dividing the different feature spectrum, we can get 
the module area with non repetition attribute and count 
the histogram data in the area; 
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D. The sub module features of different regions can be 
obtained by mapping the operator rectangles of different 
regions with projection method; 
E. By splicing the sub module features of all regions, 
multi-scale sub module sequences can be obtained, and 
the identity can be identified with this feature vector. 
In the process of constructing feature recognition and 
feature values, we need to choose the number of network 
user identities and the size of decomposition area ac-
cording to the actual situation of different people. The 
most common method combined with feature attribute 
extraction algorithm is network user identity attribute 
extraction algorithm. Based on the above algorithm, the 
quantitative feature histogram of remote sensing net-
work user identity is further standardized. Without af-
fecting the detected network user identity features, the 
induced changes of the identified network user identity 
features and their influence degree, projection interfe-
rence and component jitter are de noised. In the process 
of network user identity recognition, it is necessary to 
display the surrounding information through the quantit-
ative histogram of network user identity. Combined with 
the principle of convolution layer, the characteristic 
attributes of network user identity are collected, and a 
convolution kernel of 3 * 3 is established to convolute 
the 5 * 5 network user identity, which can effectively 
reduce the resolution frequency of attribute network user 
identity and reduce its sensitivity to displacement 
change. Combined with offset transfer, the required be-
havior characteristics of network user identity are ob-
tained through activation curve. Specific principle: 
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2 1 0 3

0 2 1 1

2 1 1 0
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2 1

 
Figure 4. Principle of identity information feature transfer 

Furthermore, the data information of network user's 
identity collected and uploaded after landslide disaster is 
calculated by combining Internet code programming 
technology, video broadcasting technology, information 
base analysis and processing technology, and DSP em-
bedded technology to complete the actual scene of net-
work user's identity display and corresponding switching. 
In order to obtain the identity features accurately, it is 
necessary to analyze the whole network user identity, 
both the modules and some areas in detail, so as to ex-
tract the important features. The digital sequence of his-
togram can be obtained by using the distribution mode 
of network user identity pyramid. After projection trans-
formation, the identity features can be extracted, which 

are called multi-scale sub pattern features. When the 
feature spectrum in the network structure is divided, 
there will be detection areas with different overlapping 
attributes. These areas can be characterized by different 
local features in the form of histograms, and the features 
can be displayed in the form of histograms. The areas 
with higher dimensions can be classified and dimen-
sioned down, thus the features of each sub module can 
be obtained. The multi-scale network user identity can 
be obtained by combining the characteristics of all the 
sub modules of identity network user identity. The net-
work user identity is used as the feature vector to de-
scribe the identity characteristics of the whole identity 
network user. In order to verify the rationality of the 
design of the feature recognition technology based on, 
we use the data in the standard identity database to veri-
fy the rationality of the technology. From the identity 
database, 40 detection values of network user's identity 
areas are selected, including expression change, posture 
change and angle change. The size of network user's 
identity is 90 × 110. Each one, three and five network 
user identities of these 40 people are taken as the train-
ing samples, and the remaining network user identities 
are taken as the samples for experimental test. The tradi-
tional identification technology is compared with the 
identification technology in this paper, and the network 
identification information base is established, as shown 
in Table 1. 
 

Table 1. Network identity information base 

 Parameter 
Expressi

on 
change 

Postural 
change 

Angle 
change 

1 Training 
Sample 

Recognitio
n rate 0.72 0.81 0.92 

 Feature 
dimension 388 596 752 

3 Training 
Sample 

Recognitio
n rate 0.81 0.94 1.24 

 Feature 
dimension 488 708 904 

5 Training 
Sample 

Recognitio
n rate 0.89 0.99 1.05 

 Feature 
dimension 1400 2718 3541 

 
Based on the information in the above table, it can pro-
vide a reference for the user's network identity recogni-
tion, so as to better guarantee the effect of identity rec-
ognition. 

2.3. The realization of automatic identification of 
network identity 

The windowing method is used to denoise the user's 
behavior characteristics and remove the interference of 
signal projection. The sensor data is extracted from the 
rectangular window, and the feature vector is con-
structed to represent the user's behavior, and the corres-
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ponding standard deviation is established. Among them, 
the standard deviation is one of the statistical characte-
ristics, which effectively reflects the discrete degree of 
sensor data. As people are in the state of static behavior, 
the acceleration data is basically unchanged, while the 
standard value is 0, while people's acceleration data con-
stantly changes in the process of movement, and the 
standard value is greater than 0. The specific calculation 
formula is: 

( )2

i 1

1a= lim x 1
S

ix
A

S→∞
=

−∑

                       (3) 

Where s is the number of samples; a is the average value 
of samples. According to formula (3), the static and dy-
namic behaviors of users can be distinguished. Further, 
the identification skewness is calculated, which can 
measure the skew direction of the acceleration sensor 
data distribution, analyze the gravity direction schematic 
diagram, and identify the user's behavior according to 
the coordinate axis skewness. The specific calculation 
formula is as follows: 

( )

( )( )

3

1
3

x

1 2

s

i
i

S A
P

S S a
=

−
=

− −

∑
                       (4) 

According to the formula skewness, the user network 
behavior can be distinguished effectively. It is an impor-
tant statistical feature to calculate the peak time of user's 
network login. The peak change curve can directly re-
flect the change degree of all signals at the peak of the 
data curve. The specific calculation formula is as fol-
lows: 

( )4

1
4

s

i i
i

A x n
Q

Sa
=

−
=
∑

                    (5) 

Where: Ni is the sample interval. This formula can ef-
fectively distinguish user behavior actions. The correla-
tion coefficient can be used to measure the linear corre-
lation between variables. The specific calculation formu-
la is as follows: 

( )

( ) ( )

s

1

s 22

1 1
1

i i
i

AB
s

i i
i i

A B B
W

A B B

=

= =

−
=

− −

∑

∑ ∑
             (6) 

Where a and B represent the variable of correlation coef-
ficient respectively. According to the formula and the 
correlation coefficient of gravity YZ, the user behavior 
can be effectively distinguished. Under the occlusion 
condition, the skewness can measure the skewness of 
acceleration data distribution, so as to analyze the gravi-
ty direction diagram, and distinguish the user's forward 
and backward behaviors according to different axis 
skewness. The specific calculation formula is as follows: 

( )
( )( )

3

1
3

n

1 2

s

i
i

z z
T

n n d
=

−
=

− −

∑
                        (7) 

Where, represents the number of samples; z represents 
the average value of samples; D represents the standard 
deviation. The formula for standard deviation is as fol-
lows:  

( )2

i 1

1=
n

ik z z
n =

−∑                           (8) 

Based on the above algorithm, after coordinating the 
detection of different characteristic units of network 
identity, the dynamic coordination in the process of 
completing the task of network identity recognition is 
further carried out. Five agents with different functions 
are constructed to complete different identification 
processes. Each agent completes its own task. After 
making the identification result of "yes" or "no" locally, 
the result is submitted for judgment and the overall iden-
tification result is made through the final decision. Ac-
cording to the above multi-path discrimination, the user 
local feature recognition path is optimized, and the spe-
cific recognition process is shown in the figure. 
 

To the acquired behavior characteristic signal
Perform signal space initialization

Collect discrete data
Form appropriate data in four dimensions

Data space vector can be processed by 
extended Kalman filter

Noise processing

Optimized estimation results

Human behavior recognition based on trust 
level

 
Figure 5. Local feature recognition process 

According to the identification process shown in Figure 
4, the trust level of each component in the data space can 
be set, and each level can be de dried to obtain the op-
timal feature data, and the user behavior can be identi-
fied under the component trust level. The camera col-
lects the identity of the network user, the fingerprint 
reader reads the fingerprint information, and transmits it 
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to the In DSP, firstly, DSP detects the identity of the 
incoming network user, and checks whether there is 
identity, fingerprint network user identity and identity 
card information. If there is, it divides the identity, fin-
gerprint and main feature information of the ID card of 
the withdrawer and extracts the feature. The extracted 
identity, fingerprint and identity card feature information 
is compared with the information in the database to de-
termine the similarity If the similarity is greater than the 
specified threshold, the identification is successful. Oth-
erwise, the identification fails and the identity, finger-
print and ID card network user identity of the withdraw-
er are recorded and compared with the network user 
identity of the criminal in the database. If there is a net-
work user identity matching with it, it is reported to the 
police. The specific principle of network identity verifi-
cation and recognition is shown in the following figure: 
 

Camera Fingerprint 
reading Identity reading

DSP image transmission

interface circuit

Face, fingerprint, ID card 
image compression, coding

Display and store the 
personal insurance image on 

the terminal computer

interface circuit
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Feature information 
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fingerprint and ID card
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information of face, 
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Interface with computer

Similarity ≥ given value

Matching success

Y
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Figure 6. Steps of automatic identification of user identity 

Based on the above steps, it can effectively realize the 
automatic identification of the artificial intelligence me-
thod in 5g network, improve the identification accuracy, 
simplify the identification process, reduce the identifica-
tion time, and improve the overall operation efficiency. 

3. Analysis of Experimental Results 
In order to verify the actual application effect of artifi-
cial intelligence method in 5g network identity automat-
ic recognition for comparative detection, in order to 

guarantee the experimental detection effect, first set the 
experimental environment and parameters uniformly, 
and the specific experimental detection information is 
shown in the table below: 
 

Table 2. Experimental parameter settings 
Parameter Index 

CPU Intel Core 
Processor 64  

Graphics card NAIDIA 
Built-in USB3.0 Bus  

OS WIN8.1 
 
Based on the above experimental environment, further 
discrete processing is carried out for the collected user 
local feature information in 5g network environment, 
respectively detecting and judging the data standard dev-
iation, skewness, peak value and correlation coefficient 
of user behavior, as shown in the figure below. 
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Figure 7. Local identification results 

Based on the above detection results, further compare 
the recognition accuracy of the traditional method and 
the recognition method in this paper, and record the de-
tection results, as shown in the following figure. 
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Figure 8. Comparison test results 

Observing Fig. 6 and Fig. 7 for analysis, it can be found 
that compared with the traditional method, the proposed 
artificial intelligence method in 5g network identity au-

tomatic recognition has higher accuracy, less time-
consuming and higher practicability and effectiveness. 
Fully meet the research requirements. 

4. Concluding Remarks 
In order to better realize the accurate identification of 
network identity users, a method of industrial intelli-
gence in 5g network identity automatic identification is 
proposed. The physical interaction and field description 
method are introduced into the abstract domain space. 
The identity features are represented by data field, and 
the data are self-organized and clustered by the interac-
tion and movement of data, so as to realize the non-
linear transformation In this way, the dimension of iden-
tity data can be reduced and the sample database of data 
field sorted by the most potential function can be estab-
lished. Based on the improved evidence theory of fea-
ture recognition, the identity is fused to get accurate user 
identity. The experimental results show that the method 
can automatically identify the user's identity, and the 
efficiency and speed of identification are effectively 
improved. In the next step, we will consider how to 
build a large sample database automatically, and test the 
algorithm recognition rate and recognition time under 
the condition of large sample database, so as to improve 
the time efficiency of automatic dimensionality reduc-
tion. 
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