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Abstract: The implementation of the European Union's "personal data protection rules" in 2012 makes the 
European a pioneer in the protection of personal information. Meanwhile, the decision of Spanish court that 
Google should delete the personal information of the citizens who appealed has also drawn attention to the 
"right to be forgotten". China is still at its initial stage in the protection of personal information, and the 
emerging “right to be forgotten” is not specified in law. What is the relationship among right to be forgotten, 
right of information self-determination and right of privacy? How to apply it in practice? Can the article 36.2 
of “China’s Tort Law” be the legal basis for right to be forgotten? These are all the issues deserve discussion. 
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1. Introduction 
As a pioneer in the protection of personal information, 
European Union formulated the "general rules for data 
protection" in 2012, which clearly defined the right to be 
forgotten, and put forward its applicable areas in article 
17. This is the first time that the right to be forgotten was 
officially defined as legal provision, representing a miles-
tone in the development. This year, the European court 
cited the relevant contents of article 17 to support the 
appeal of Spanish citizens that Google should delete 
some personal information, which marks the emerging 
right to be forgotten has gotten support from cases in EU 
countries. 

1.1. The Concept of Right to be Forgotten     

With the arrival of the network information era, how to 
protect personal information in modern society has be-
come a hot topic. On the basis of admitting personal 
management of their own information, management right 
is divided into several parts according to details, and it is 
summarized from the generation, distribution, dissemina-
tion and eradication, leading to different specific rights. 
 “Right to be forgotten” is “right to delete personal in-
formation”, also called “right to forgot”,” right to delete” 
and “right to oblivion”[1], referring to the new right gen-
erated in the section in which personal information is 
deleted in order to protect and emphasize the personal 
information management. "Right to be forgotten”, one of 
the four pillars to protect personal information in the 
network era, is a new right in the modern information 
society [2]. The right to be forgotten is a new right 
caused by fast development of network technology and 

the rapid dissemination of information. Because this right 
has not yet formed a generally accepted concept in the 
academic community, so both its connotation and boun-
dary is unclear.  

1.2. The Right to be Forgotten in a Comparative 
Perspective 

The legislation and theoretical discussion in every coun-
try generally consider that the right to be forgotten is part 
of personal information right [3] or the expansion of the 
right of privacy, referring that individuals can con-
trol(mainly refers to delete behavior) the information 
affecting their reputation and identity on the Internet. 
Some Chinese scholars define it as: Based on the privacy 
autonomy, the owner of personal information can always 
ask the collector, publisher and indexers of personal in-
formation to delete all kinds of personal digital traces left 
in the information network, so as to be forgotten by oth-
ers [4]. And right to be forgotten also can be defined as 
that information subject has the right to control, collect, 
store and use personal information, and they can request 
information controller to delete personal information and 
stop spreading when legal and promised reasons appear 
[5]. Definition of the right to be forgotten in the article 17 
of "general rules for data protection" or draft written by 
European Commission is also worth discussing, because 
this definition is more detailed and it should be consi-
dered as the basis of the law of the right to be forgotten. 
(1)Case of Google Spain introduction 
Google Spain hurled right to be forgotten into 
the spotlight. A Spanish citizen Mr. Mario Costeja Gon-
zalez(Mr. Gonzalez for short) asked Google to clear up 
some of the links to private information on the web. 
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These links are to a report in a newspaper published in 
Spain in 1998, which is about Mr. Gonzalez want to auc-
tion his house because of debt. Until November 2009, 
when Mr. Gonzalez searched his name with Google, he 
found the information is still on the Internet. He thought 
he had paid off the debt, and this outdated information 
would affect his reputation, so he appealed La Agencia 
Española de Protección de Datos (AEPD) to delete the 
data. AEPD asked Google to remove these links from 
searching page in July 2010, and Google appealed to the 
Spanish court. At last, the court's trial supported the 
man’s claim, asking Google to delete the relevant search-
ing results. 
(2) Argentina actress sued Yahoo and Google 
Coincidentally, the star Virginia Da Cunha, sued Yahoo 
and Google in Argentina, asking them to delete all links 
to her nude photos. Virginia posted her photos on social 
networks, but later she regretted. She wanted to withdraw 
these photos, but Yahoo and Google did not agree with 
the requirement. So Virginia sued these two companies, 
claiming they had infringed her personal dignity. The 
court also supported Virginia's appeal based on the priva-
cy protection, asking Yahoo and Google to delete the 
photo links. 
(3) Summary 
These two cases are most representative in the practice of 
the right to be forgotten. The first case shows that court 
supports that overdue personal information can be con-
trolled by information subjects. And the second case 
shows that court supports that information subjects can 
control the information they published, including trans-
mission and deletion of information. These all show that 
the modern society takes more and more attention to the 
protection of personal information. At the same time, 
the sentences show the attitude of EU in the protection of 
personal data, making EU a pioneer of personal data pro-
tection.  There is still so much controversy, and the core 
of the problem is how to apply right to be forgotten, a 
new right emerging in information age, and how to de-
fine the nature and boundary of this right. 

2. The Concept of the Right to be Forgotten 
2.1. Related Concepts  

(1) Personal information, which is the object of the right 
to be forgotten 
Personal information [6] is also known as personal data 
[7], personal privacy, and so on. The object of the protec-
tion of the right to be forgotten is the personal informa-
tion. According to the article 4.2 of the draft of “2012/72, 
73 of the personal protection of personal data processing 
and the free flow” written by European Union, “personal 
data is any information related to the subject” [8]. That is, 
any personal data can be identified in the Internet can 
become the object of the right to be forgotten, a special 

personality right, which is the object of right of personal 
informational self-determination. It contains both the 
specific information related to personal identity and rele-
vant content of personal privacy, so the object range of 
the right to be forgotten can be unified with the concept 
of personal information. And personal information con-
tent is rich, referring to all the information, materials and 
news, such as height, weight, income, life experience, 
family number and illness experience. 
(2) Right of privacy and right to be forgotten 
Universal Declaration of Human Rights agreed by the 
United Nations in 1948 defines right of privacy as “any 
person's private life, family, home, and communication 
shall not be interfered and his honor and reputation shall 
not be attacked. Each person shall have the right to get 
legal protection against such interference or attack.” In 
comparison, there is also no right of privacy in German 
civil code. But in 1959, Federal Supreme Court con-
firmed that the civil code to protect the "general perso-
nality right", which includes the right of portrait, name, 
privacy, and so on. Article 9 in French civil code pre-
scribes privacy life should not be infringed. The United 
States is the first country to propose privacy, known as 
“right to not be disturbed ". Privacy law in the United 
States is more developed, but the boundary of right of 
privacy is hard to be defined. The meaning of the right of 
privacy may be related to access or disclosure of infor-
mation, the body privacy, ownership or control right and 
right of information self-determination. Later, the United 
States confirmed the general constitutional right to priva-
cy independent of Fourth and Fifth Amendments through 
the case of Griswold v. Connecticut, bringing right of 
privacy into the category of basic human rights. Ameri-
can scholars also think right of privacy means that a per-
son has the right to decide whether his information can 
be open to the public in any case. 
China’s “Tort Law” formally incorporated right of priva-
cy into the legislation to protect. Professor Zhang Xinbao 
defined right of privacy as “Privacy right is a kind of 
personality right, which protects private life information 
away from intrusion, knowledge, collection, use and dis-
closure of information. The subject of this right can de-
cide the degree in which their private life can be inter-
vened, publicity of private life and 
range and intensity of publicity [11]. In the information 
age, the protection of the right of privacy should be ex-
panded, not only in the privacy of private life, but also in 
the personal information mentioned above. Only incorpo-
rate personal information in the privacy protection, can 
the goal of privacy right be achieved. In the information 
age, the privacy right should be extended so the natural 
person has the right to decide the scope and extent of the 
information disclosure. 
(3) Right of informational self-determination and right to 
be forgotten 
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The concept of right of information self-determination 
originates from a series of cases relating to right of in-
formation self-determination in German court, of which 
“the case of census archive” in German in 1983 is most 
significant. The concept of right of information self-
determination appeared in the judgment, describing ne-
cessity, basis and concept of this right. It thought “all 
personal data should be kept from unlimited collection, 
storage, use and delivery under the condition of modern 
data processing”. The protection of right of information 
self-determination is based on the protection of general 
personality rights and human resources, showing that 
each person has the right to determine the delivery or use 
of their information. In China’s laws, general personality 
right is also a very wide range of content, including the 
right of information self-determination. In Japan’s laws, 
there is a similar concept “right to control the personal 
information”. 
Personal information protection is a complete dynamic 
process, and right of information self-determination also 
should be dynamic and positive, which including of vari-
ous stages of personal information protection. In particu-
lar, it means the information subject’s control and choice 
of their own information that citizens can decide when, 
where, and how the information to be collected, stored, 
processed and utilized [12]. Informational self-
determination in Internet era refers to all Identified or 
identifiable data information relating to the user's perso-
nality interest formed by communication technology in 
cyberspace.  
The right to be forgotten is to protect the right of personal 
information, which is a part of the right of self-
determination, that is, the individual has the right to de-
lete the information posted on the Internet. There is no 
doubt that right to be forgotten is the subordinate concept 
of right of information self-determination, and the es-
sence of right to be forgotten is the right of self-
determination. 

2.2. Can Right of Information Self-determination be 
Included in Privacy Right? 

In academia, some scholars believe that personal infor-
mation is different from the right of privacy, which 
should become a new right [13], and as a part of right of 
information self-determination, right to be forgotten also 
should be considered as a new right. In the comparison 
method, it is generally considered that the right to be 
forgotten is the extension of the right of privacy. The 
theory of information data control is instead of that of 
information secret reservation to guarantee the collection, 
use and transfer of personal data. The main goal and log-
ical premise of individual information protection is to 
protect right of privacy, so modern personal information 
protection should also be incorporated in the right of pri-
vacy. As an important part of right of information self-

determination, the original intention of right to be forgot-
ten is also to protect right of privacy, although it is the 
right of personal information protection in the network 
era. On the other hand, right of privacy and right to be 
forgotten are same in essence by comparison. 
Firstly, from the view of object, the object of the right to 
be forgotten is the personal data, which not only contains 
personal information, but also some information that has 
been publicly disclosed. In the case of “Spain vs Google 
", the litigant requested the Google to delete the informa-
tion that had been reported several years ago. The objects 
protected by right of privacy are private information, 
private activity and private space [14]. As we can see, the 
scope of right of privacy is more widely than that of the 
right to be forgotten. Although it is different from the 
traditional definition of the right of privacy, but it should 
still be considered as the expansion of private informa-
tion protected by right of privacy. The concept of right of 
privacy is a dynamic development process, which should 
not be confined to the old definition. So in the informa-
tion age, it should be considered that private information 
protected by right of privacy contains the personal infor-
mation has been released. Secondly, from the nature of 
the right, although the right to be forgotten may have 
economic benefits for the litigants, as a part of right of 
information self-determination, it still belongs to the cat-
egory of the right of personality. In the academia, it has 
been fully discussed, so it will not be repeated here. Fi-
nally, from the content of the rights, the right of privacy 
is mainly to protect the peace and personal secret of per-
sonal life not to be announced. Person can decide their 
life, also can control their life. It is more like control right 
which cannot be infringed by any person or organization. 
With control right, litigant can collect, store, transmit and 
change information relating to themselves according to 
their own will. The right to be forgotten is to protect the 
individual's right to decide their own information, that is 
to decide whether their own information should be open 
and how the extend should be ,which is a part of the right 
of privacy, so personal information protection should be 
incorporated into the framework of the right of priva-
cy[16]. 
In a word, with the development of the Internet society, 
the content of the right to privacy in the information age 
should be more extensive. The traditional right of privacy 
is static and negative, while right of privacy in modern 
time should be dynamic and positive. Incorporating right 
of information self-determination to the framework for 
the protection of the right to privacy not only can save 
the cost of legislation, but also can meet the requirements 
for the protection of information subject in modern socie-
ty, finding the current law basis for right of information 
self-determination, also right to be forgotten. 
The right to be forgotten is a concept discussed and put 
into practice in the European Union (EU) and Argentina 
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since 2006.The issue has arisen from desires of individu-
als to "determine the development of their life in an auto-
nomous way, without being perpetually or periodically 
stigmatized as a consequence of a specific action per-
formed in the past." There has been controversy about the 
practicality of establishing a right to be forgotten to the 
status of an international human right in respect to access 
to information, due in part to the vagueness of current 
rulings attempting to implement such a right. There are 
concerns about its impact on the right to freedom of ex-
pression, its interaction with the right to privacy, and 
whether creating a right to be forgotten would decrease 
the quality of the Internet through censorship and a re-
writing of history,and opposing concerns about problems 
such as revenge porn sites appearing in search engine 
listings for a person's name, or references to petty crimes 
committed many years ago indefinitely remaining an 
unduly prominent part of a person's footprint. 

3. Application of the Right to be Forgotten 
in China - with a Comment on the Article 
36.2 of China's “Tort Law” 
China has nearly 40 laws, 30 regulations and more than 
200 regulations related to the protection of personal in-
formation[17]，and the right to be forgotten is a new 
right appearing in information age. Although the Chinese 
government has included the protection of personal in-
formation in the legislative plan [18], there is no clear 
definition in the current law of China. Due to the limita-
tions and lag of the law itself, the new "right to be forgot-
ten" is not stipulated in the China's law. However, the 
regulation about internet infringement deletion in the 
article 36.2 of China's “Tort Law” is same as the content 
of right to be forgotten, so it can be considered as the 
basis of the right to be forgotten in “Tort Law”. 
At the legal level, the embryonic form of the right to be 
forgotten can be recognized in China's “Tort Law”, “If a 
user commits a tort using the network service, 
the infringed has the right to notify the network service 
provider to take the necessary measures such as deleting, 
shielding, breaking the link and so on. If the network 
service providers do not take measures in time after re-
ceiving the notice, it shall be jointly 
and severally liable for any addition-
al harm with the network user.”  The clear legislative 
intent of article 36.2 of China's “Tort Law” is assuming 
the responsibility of network service providers against 
the torts under network environment. It has a lot in com-
mon with Article 17 of “personal data protection law” in 
Europe. Article 13 and 14 of new judicial interpretation 
adds the relevant provisions of Article 36. 
Article 36.1 in “Tort Law” should be considered as gen-
eral clause applicable to network infringement, while 
Article 36.2 aims at the requirements of persons that  

network service providers should delete, shield and dis-
connect the link. Article 36.2 gives persons two parts of 
rights. The first is that they can request the network ser-
vice provider to delete, shield or disconnect the link; the 
second is that they can sue for damages caused by the 
omission of   network service providers. It is generally 
said that in the application of the article 36.2 of China's 
“Tort Law”, responsibility principle should apply the 
principle of fault liability [20], with which I agree much, 
but it won’t be discussed here because of the limited 
space. Its general elements should use the "four require-
ment theory", including fact of damages, causality and 
fault. But according to Article 36.2 of China's “Tort 
Law”, the infringement upon right to be forgotten has 
another special element—notification, which means that 
one should notify the network service providers first, 
asking them to delete, shield or disconnect the link. The 
regulation of Article 36.2 is very simple, and there is no 
detailed provision in for the important element “notifica-
tion” in judicial interpretation. So what’s the degree 
when the notification is considered to reach the standard? 
Will network service providers be notified by mail, e-
mail or phone call? In civil law, the “notification” is not 
new, which is usually regarded as a special element for 
breach of contract or a tort . General notification takes 
Article 11 in China’s "contract law" as standard. There-
fore, I think written form can be chosen in “Tort Law” 
referring to Article 11 in "contract law”. If “right to be 
forgotten” is infringed, network service providers not 
only need to remove a large number of links in the site, 
but also need to assume compensation liability for dam-
age, which is of much obligation. That means the “notifi-
cation “is a watershed. If no necessary steps are taken at 
the moment, network service provider will be affirmed to 
have fault, and since then, network service providers and 
network users shall bear joint liability extended loss. So 
laws must regulate “notification” this element, requesting 
that litigant giving written notice to network service pro-
viders. Only in this way, can rights and duties of both 
parties be balanced, considering the profits of both par-
ties. 

4. Conclusion 
With the rapid development of network information 
communication technology, the security of personal in-
formation has risen to an important position，so right to 
be forgotten is emerging. Compared to the EU at the fo-
refront, regulations of right to be forgotten are vague, so 
it is necessary to incorporate individual information pro-
tection to future legislative plan as an important content. 
The right to be forgotten is a new, but the purpose, object 
and the connotation of this right can all be incorporated 
into right of privacy. So it should be regarded as the ex-
tent of right of privacy. In application, the relevant provi-
sions of the right of privacy should be applied. Although 
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the Article 36.2 of China's “Tort Law” can be considered 
as the law basis of right to be forgotten, this clause is too 
simple.  There is no detailed provision about the elements 
of right to be forgotten and the scope of compensation for 
damages is not identified. It brings many problems to the 
application of the right to be forgotten in practice. We 
can gradually improve the content of the right to be for-
gotten according to the problems in practice. Detailed 
provisions can not only protect the rights of individuals, 
but also can prevent the abuse of rights, protecting the 
freedom of speech of media and other citizens. 
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